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[bookmark: _Toc449517736][bookmark: _Toc493600437]* * * First change* * * *

[bookmark: _Toc501716912]4.16.5	Session Management Policy Modification


Figure 4.16.5-1: Session Management Policy Modification
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF subscribes all the events in the H-SMF.
1a.	Optionally, the SMF notifies the PCF about an event that the PCF previously subscribed, by invoking Nsmf_EventExposure_Notify operation. The SMF provides the event that generated the notification and the event information.
1b.	Alternatively, optionally, the AF provides/revokes service information to the PCF due to AF session signalling.
1c. Alternatively, optionally, the OCS provides a Spending Limit Report to the PCF as described in clause 4.16.x.5.
2a.	The PCF stores the information and responds with Acknowledgment to the SMF.
2b.	The PCF stores the service information if available and responds with Acknowledgment to the AF.
3.	If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clauses 4.16.x.2, 4.16.x.3 and 4.16.x.4.
4.	The PCF makes the authorization and policy decision. 
When a new IP address/prefix is allocated within a PDU Session then PCF may invoke Nbsf_Management_Register service operation to create a new binding entry with new IP address/prefix. When an IP address/prefix is removed from a PDU Session then the PCF may invoke Nbsf_Management_Deregister service operation to delete the corresponding binding in BSF.
5.	The PCF may decide as output of policy decision in step 4 and sends the updated PCC rules to the SMF.
6.	The SMF acknowledges the operation to the PCF and enforces the decision.
7.	The PCF may decide as output of policy decision in step 4 to unsubscribe some events in the SMF.
8.	The SMF unsubscribes the PCF of the concerned events and acknowledges the PCF.
* * * End of the changes* * * *

* * * second change* * * *

[bookmark: _Toc501716913]4.16.6	Session Management Policy Termination


Figure 4.16.6-1: Session Management Policy Termination
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF interacts only with the H-SMF.
1.	The PCF may invoke the Npcf_SMPolicyControl_UpdateNotify service operation to request the release of a PDU Session.
2.	The SMF may invoke the Npcf_SMPolicyControl_Delete service operation to delete the PDU Session in the PCF. The SMF provides relevant information to the PCF.
3.	When receiving the request from step2, the PCF finds the PCC Rules that require an AF to be notified and removes PCC Rules for the PDU Session.
4.	The SMF removes all PCC Rules associated with the PDU Session.
5.	The PCF notifies the AF as explained in clause 7.3.1 steps 6-7 of TS 23.203 [24]. 
[bookmark: _GoBack]	PCF may invoke Nbsf_Management_Deregister service operation to delete the binding created in BSF.
6.	If this is the last PDU Session for this subscriber requiring policy counter status reporting, the Final Spending Limit Report Retrieval as defined in clause 4.16.x.4 is initiated. If any existing PDU Sessions for this subscriber require policy counter status reporting, the Intermediate Spending Limit Report Retrieval as defined in clause 4.16.x.3 may be initiated to alter the list of subscribed policy counters.
7.	The PCF removes the information related to the terminated PDU Session and acknowledges to the SMF that the PCF handling of the PDU Session has terminated. This interaction is the response to the SMF request in step 2. The SMF deletes the subscription to SMF detected events for that PDU Session.
8.	The PCF unsubscribe the notification of the PDU Session related data modification from the UDR by invoking Nudr_UDM_Subscribe service if it has subscribed such notification.

* * * End of the changes* * * *
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